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(4) Records demonstrating that each 
individual has complied with the secu-
rity threat assessment provisions of 
§ 1549.111. 

(b) Unless otherwise stated, records 
must be retained until the next re-cer-
tification. 

[74 FR 47706, Sept. 16, 2009, as amended at 76 
FR 51868, Aug. 18, 2011] 

§ 1549.107 Security coordinators. 
Each certified cargo screening facil-

ity must have a Security Coordinator 
and designated alternate Security Co-
ordinator appointed at the corporate 
level. In addition, each certified cargo 
screening facility must have a facility 
Security Coordinator and alternate fa-
cility Security Coordinator appointed 
at the facility level. The facility Secu-
rity Coordinator must serve as the cer-
tified cargo screening facility’s pri-
mary contact for security-related ac-
tivities and communications with TSA, 
as set forth in the security program. 
The Security Coordinator and alter-
nate appointed at the corporate level, 
as well as the facility Security Coordi-
nator and alternate, must be available 
on a 24-hour, 7-days a week basis. 

§ 1549.109 Security Directives and In-
formation Circulars. 

(a) TSA may issue an Information 
Circular to notify certified cargo 
screening facilities of security con-
cerns. 

(b) When TSA determines that addi-
tional security measures are necessary 
to respond to a threat assessment, or 
to a specific threat against civil avia-
tion, TSA issues a Security Directive 
setting forth mandatory measures. 

(1) Each certified cargo screening fa-
cility must comply with each Security 
Directive that TSA issues to it, within 
the time prescribed in the Security Di-
rective for compliance. 

(2) Each certified cargo screening fa-
cility that receives a Security Direc-
tive must comply with the following: 

(i) Within the time prescribed in the 
Security Directive, acknowledge in 
writing receipt of the Security Direc-
tive to TSA. 

(ii) Within the time prescribed in the 
Security Directive, specify the method 
by which the measures in the Security 
Directive have been implemented (or 

will be implemented, if the Security 
Directive is not yet effective). 

(3) In the event that the certified 
cargo screening facility is unable to 
implement the measures in the Secu-
rity Directive, the certified cargo 
screening facility must submit pro-
posed alternative measures and the 
basis for submitting the alternative 
measures to TSA for approval. 

(i) The certified cargo screening fa-
cility must submit the proposed alter-
native measures within the time pre-
scribed in the Security Directive. 

(ii) The certified cargo screening fa-
cility must implement any alternative 
measures approved by TSA. 

(4) Each certified cargo screening fa-
cility that receives a Security Direc-
tive may comment on it by submitting 
data, views, or arguments in writing to 
TSA. 

(i) TSA may amend the Security Di-
rective based on comments received. 

(ii) Submission of a comment does 
not delay the effective date of the Se-
curity Directive. 

(5) Each certified cargo screening fa-
cility that receives a Security Direc-
tive or Information Circular, and each 
person who receives information from a 
Security Directive or Information Cir-
cular, must— 

(i) Restrict the availability of the Se-
curity Directive or Information Cir-
cular, and information contained in ei-
ther document, to those persons with a 
need-to-know; and 

(ii) Refuse to release the Security Di-
rective or Information Circular, and in-
formation contained in either docu-
ment, to persons other than those with 
a need-to-know without the prior writ-
ten consent of TSA. 

§ 1549.111 Security threat assessments 
for personnel of certified cargo 
screening facilities. 

(a) Scope. This section applies to the 
following: 

(1) Each individual the certified 
cargo screening facility authorizes to 
perform cargo screening or supervise 
cargo screening. 

(2) Each individual the certified 
cargo screening facility authorizes to 
have unescorted access to cargo at any 
time from the time it is screened until 
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